
インターネットサービスのアカウント等が不正に利用され、
身に覚えのない買い物をされるなどの被害が増加しています。

つまり・・・

企業等に対するランサムウェアによるサイバー攻撃が深刻化。

サイバー攻撃により、企業が保有しているみなさんの

アカウント情報が流出
し、犯罪者が不正利用していることなどが挙げられています。

知らないうちにアカウント情報が流出！？

なぜアカウント情報の不正利用が増えたの？

被害に遭わないためにできること

「私のパスワードは大丈夫だ！」と思っていても

他のサービスに同じアカウント情報を使い回していると

アカウント情報が不正利用
される可能性があるのです！！！

２ ID・パスワードの使い回しはしない！
パスワードの使い回しは命取り。サービスごとにパスワードは使い分けましょう。

ID・パスワードの見直しを！１
大切な情報を守るID・パスワードの見直しを行い複雑なものに変更しましょう。

３ 更なるセキュリティ対策を！
生体認証やワンタイムパスワード等の２段階認証を活用しましょう。

４ 常に最新の情報を入手！
ニュース等を確認し、他人事だと思わずに情報漏洩が発生した企業のサービスを
使用している場合は、ログイン情報の変更を検討しましょう。

兵庫県警察サイバーセンターではＸ（旧Twitter）で、サイバー犯罪や
サイバーセキュリティの情報をいちはやくお届けしています。
                                                                 https://x.com/HPP_c3division

サイバーセンター公式「Ｘ」 (旧Twitter)

令 和 ７ 年 ４ ６ 号

https://www.police.pref.hyogo.lg.jp/cyber/

兵庫県警察サイバーセンター

サ イ バ ー 情 報 発 信 室

あなたのアカウントを守るのはあなたです。
今すぐパスワードを見直しましょう！

※アカウント情報･･･ID・パスワード


